
TO AVOID CYBER
ATTACKS

5 STEPS

1 NEVER DOWNLOAD
PIRATE CONTENT
Lorem ipsum dolor sit amet,
consectetur adipiscing elit. In eget
accumsan ex. Nunc ut dolor ante.

2 USE STRONG
PASSWORDS
Lorem ipsum dolor sit amet,
consectetur adipiscing elit. In
eget accumsan ex. Nunc ut
dolor ante.

3 VERIFY ALL 
LINKS' ORIGINS
Lorem ipsum dolor sit amet,
consectetur adipiscing elit. In
eget accumsan ex. Nunc ut
dolor ante.

4 REALIZE SECURITY
COPIES
Lorem ipsum dolor sit amet,
consectetur adipiscing elit. In eget
accumsan ex. Nunc ut dolor ante.

5 INVEST IN ANTI-VIRUS
SOFTWARE FOR YOUR
EQUIPMENT
Lorem ipsum dolor sit amet,
consectetur adipiscing elit. In eget
accumsan ex. Nunc ut dolor ante.

You can follow us on our social networks
to stay up to date on the latest digital

security news and developments.



What is it?
Applications or links that

install malicious software

What does it do?
Accesses the computer's

network, deals damage, and
gathers private information 

What are examples?
Viruses, worms, ransomware

How is it prevented?
Avoid suspicious websites or

applications; update and
secure your system

What is it?
Attackers pretending to be

a genuine entity

What does it do?
 Installs malware or leaks

sensitive information

What are examples?
Emails, voice calls

How is it prevented?
Avoid opening suspicious emails

and links; do not disclose
personal information

Learn about the two most common
threats to cybersecurity!

Types ofTypes of
CyberattacksCyberattacks

Redditech Networks

MALWARE PHISHING
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2 OUT OF 5
Have an antivirus
installed in their

personal computers

1 OUT OF 5
Use a premium antivirus
(versus a free version)

24%
Have clicked on
unknown links

36%
Have downloaded

unknown files on their
personal devices

12%
Have had a virus on their
personal computers at
some point in the past

1 OUT OF 10
Know how to clear their

devices of old data

ARE YOU 
CYBER
SECURE?
Data from working-age adults in Belden City

Be a good human and cite your sources!
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